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Multi-factor authentication (MFA) is the practice of using more than one type of identification for users 
to verify their identity before accessing a device or application - including social media applications.

The first three types of MFA are:
- Type 1: Something you know (a username or password).
- Type 2: Something you have (a government-issued piece of ID, a credit card, cookies on a           
computer, or a one-time password an application might send you via text or email).
- Type 3: Something you are (a biometric factor, such as a fingerprint, an iris scan, or facial             
recognition scan).

Which of the following does not constitute MFA?
a) A password and credit card.
b) A username and password.
c) A fingerprint and password.
d) A facial recognition scan and username.

Email your answer to OCIOSecurity@gov.bc.caOCIOSecurity@gov.bc.ca


