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Security Day Agenda – May 27, 2020 
“Remote and Ready – Cyber Hygiene at Home”  

 
  
10:00am 
 

Bobbi Sadler 
Assistant Deputy Minister, Ministry of  
Citizens’ Services, OCIO, Province of BC 
 

Opening 
 

10:05am  
 

CJ Ritchie 
Government Chief Information Officer, Ministry  
of Citizens’ Services, OCIO, Province of BC 
  

Welcome to Security Day 

10:10am - Opening Keynote 
 
Dominic Vogel 
Founder & Chief Strategist, CyberSC 
 

Zoom - Is It Really the Tool of the Devil? 
 

Understand the actual security risks Zoom users face and separate the hype from facts. 
Dominic will share why defining business and security requirements should be the 
driving force behind your video conference platform choices and how to best secure 
Zoom according to your risk tolerance. 

10:40am 
 
Ryan McRonald 
Freelance Consultant 
 

Who Are You? 
 

You access your email, bank, employer, entertainment, all from the comfort of your 
home. The challenge of assuring home users are who they claim to be is complex and 
Cyber criminals are taking advantage. Learn common techniques for identifying users 
and understand ways you will be identifying yourself in the future. 

 

11:10am – Special Guest 
  
Scott Jones 
Head of The Canadian Centre  
for Cyber Security 
 

We Can All Do Our Part to Enable a Secure Digital Canada 
 

While Canadians are doing their part to keep our communities safe during this 
vulnerable time, cyber threat actors are trying to take advantage. We will discuss what 
The Canadian Centre for Cyber Security has done to protect Canada and where we need 
every Canadian to join with us.  Together we can make Canada the safest place to live, 
work and play online…even when we need to do it all in the safety of our homes. 

11:40am 
 
Dale Land 
Director of Cyber Intelligence and  
Investigations, OCIO, Province of BC 
 

Turning Your Home into a Cyber Fortress 
 

Due to the current situation, businesses are now operating with mostly remote users.  
As a result, technology solutions to meet this working style have never been more 
prevalent.  We need to remember the basics of information security to help us work 
remotely and securely, such as, accessing only need-to-know information for our work 
and assessing the risk associated with using popular tools. 

12:10pm 
 
Justin Malczewski 
Regional Manager, CrowdStrike 
 

Outside the Corporate Firewall 
 

Since the declaration of a global pandemic, organizations of all sizes are facing sudden 
and profound challenges as employees are directed to vacate offices to work from 
home. This session will examine how to shore up organizational risk when moving 
employees outside of the corporate firewall. 

12:40pm – Closing Keynote 
 
Gary Perkins 
Executive Director and Chief Information  
Security Officer, OCIO, Province of BC 
 

ABCs of Security – Tips for Securing Your Devices at Home 
 

Get practical advice on how to secure your home devices and networks including: 
desktops and laptop computers, passwords, backups, safe browsing and browser 
settings, Wi-Fi, smartphones, Internet of Things, emails and phishing.  These tips are 
intended to help you and others practice excellent cyber hygiene at work and at home.   

 

 
Tune in here on May 27 at 10am PST to view the event:  https://youtu.be/8_Uj-JnZKGA 

  

 

https://youtu.be/8_Uj-JnZKGA
https://youtu.be/8_Uj-JnZKGA
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