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Risk Management Branch and 
Government Security Office 

The Risk Management Branch and Government Security Office is 
accountable for the effective management of the risks of loss to which the 
government is exposed by virtue of its assets, programs and operations. 

Å Develop policy (Guarantees and Indemnities, Risk Management, Security). 

Å aŀƴŀƎŜ DƻǾŜǊƴƳŜƴǘΩǎ Security Program. 

Å Approve indemnities. 

Å Create, operate and support risk financing programs (University, College and 
Institute Protection Program, Health Care Protection Program, Schools 
Protection Program, Crown Corporation Coverage Program). 

Å Manage property and liability claims and litigation for public sector entities. 

Å Provide consultant and advisory services to our public sector clients. 

Å Support public sector clients with the creation and management of risk 
management plans using the B.C. Government's Risk Management 
Framework (implementation of Core Policy Chapter 14). 
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Session Objectives 

Introduction to Enterprise Risk Management 
Å What is ERM? 

Å Why is it important? 

 

¢ƘŜ tǊƻǾƛƴŎƛŀƭ DƻǾŜǊƴƳŜƴǘΩǎ 9wa CǊŀƳŜǿƻǊƪ 
 

The Risk Assessment Process 
 

Risk Management Branch Resources and Tools 
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What is risk? 
The effect of uncertainty 
on objectives 
(ISO 31000:2009) 
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What is risk management? 
 

Coordinated activities to direct 
and control an organization with 
regard to risk. 
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What is enterprise  
risk management? 

 
The integrated and coordinated 
application of risk management across 
and through an organization that aids 
strategic decision making, planning 
and resource allocation 
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No big surprises 

Årisks are understood and exposures are accepted 
throughout the organization 

No big mistakes 

Årisks are identified, prioritized and managed 
effectively 

No big missed opportunities 

Åorganization is ready and able to accept greater risks 
based on risk / reward analysis 

Åincreased certainty of business plan achievement 

Why is ERM Important? 
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Communication 

By Goldmajoe - Own work, CC BY-SA 3.0, https://commons.wikimedia.org/w/index.php?curid=38258812 

V Common tool 
V Common process 
V Common language 
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./Ωǎ 9wa CǊŀƳŜǿƻǊƪ 

Government cannot make fully 
informed decisions without being 
aware of the numerous risks ... 
enterprise risk management 
provides a systematic and proactive 
approach to dealing with risks.  

(OAG 2011, Report 3) 
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VDeputy Ministers are accountable for ERM 
implementation within their ministries 

VRegular self-assessments of ERM maturity in ministries 
and regular reporting to 5ŜǇǳǘȅ aƛƴƛǎǘŜǊǎΩ Council on 
progress towards implementation 

VAnnual risk registers and semi-annual updates with 
reporting to 5ŜǇǳǘȅ aƛƴƛǎǘŜǊǎΩ Council 

VCorporate risk register for all key government risks 

VUtilization of standard tools, resources and practices 
throughout the public sector (ISO 31000) 

./Ωǎ 9wa CǊŀƳŜǿƻǊƪ 
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Introduction to  
Enterprise Risk Management 

http:// www.theinstitutes.org/comet/programs/arm/assets/arm54-chapter.pdf  11 

http://www.theinstitutes.org/comet/programs/arm/assets/arm54-chapter.pdf
http://www.theinstitutes.org/comet/programs/arm/assets/arm54-chapter.pdf
http://www.theinstitutes.org/comet/programs/arm/assets/arm54-chapter.pdf
http://www.theinstitutes.org/comet/programs/arm/assets/arm54-chapter.pdf


Ministry Risk 
Management Program 
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